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Abstract In this paper, we conduct a comprehensive analysis of the intricate relationship
between a linear recurrence sequence and its image through braiding mapping. Central to our
investigation is the period of the braiding sequence. Our research specifically focuses on deter-
mining the order of the braiding sequence of the Fibonacci sequence. This endeavor not only
illuminates the theoretical intricacies of braiding sequences but also lays the groundwork for their
practical application. A notable achievement of our study is the development of a new crypto-
graphic method, which capitalizes on the distinctive characteristics of the braiding sequence.
We conclude this work by providing an example of cryptography that utilizes the braiding se-
quence.

1 Introduction

Consider a unitary, commutative ring, denoted by K. We define SN(K) (or simply S(K) ) as the
set of sequences u = u(n) , where n ∈ N and the elements are from K, indexed by N.

This set, S(K), when equipped with addition and scalar multiplication, exhibits the structure
of a vector space. Furthermore, by equipping S(K) with the usual addition and Hadamard
product, we introduce an alternative structure to S(K). This structure is a K-algebra and is
referred to as the Hadamard Algebra of Sequences.

Our focus is on r(K), which is the set of linear recurrence sequences with values in K. This
set is a subalgebra of S(K) and is known as the rational Hadamard algebra.

In [1], a continuous endomorphism ψd,J,σ of r(K) was constructed, which is termed braiding.
The braiding mapping is a composition of the applications: ∆d, Σσ, TJ and Ed.
Properties of the braiding mapping are detailed in [1].

In this article, we concentrate on r(K) where K is a finite field. We analyze the general
term of the braiding sequence ψd,σu, examining the relationships between the sequence u and
its image under the braiding ψd,σ.

This study also includes a rigorous investigation of the periodicity of the braiding sequence.
It encompasses the determination of the smallest period of the decimation sequence u(dn + j)
and the analysis of factors that influence the period of the braiding sequence.

Our research further explores specific cases where the periodicity of the braiding sequence
mirrors that of the original sequence u. We also consider scenarios where the smallest period of
the braiding sequence corresponds to the least common multiple of p and d, with p denoting the
period of u.

Additionally, we present significant findings regarding the order of the Fibonacci braiding
sequence, which enhances understanding of the connections between braiding sequences and
classical sequences. For further details on studies related to the Fibonacci sequence, we refer the
reader to references [2] and [3]. These works are not the focus of our discussion here.
Finally, we conclude our article with a practical application in cryptography. This demonstrates
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the utility of the braiding sequence in bolstering the security of communication systems.
This article offers a novel perspective on methodological advancements and theoretical im-

plications in the study of algebraic structures and sequential dynamics, contributing to the ex-
panding body of knowledge in this dynamic field.

2 Braiding sequence

Definition 2.1.
Let K be a finite field. Let d a positive integer, J = (j0, j1, ..., jd−1) be a d-tuple from Nd and σ
a permutation in Sd.
Consider the following maps :

(i) The map ∆d from r(K) to (r(K))d, that associates to every sequence u:
(∆du)(n) = (u(dn), u(dn+ 1), ..., u(dn+ d− 1))

(ii) The map Σσ from (r(K))d to (r(K))d that associates to every d-tuple (u0, u1, ..., ud−1)

the d-tuple (uσ(0), uσ(1), ..., uσ(d−1)).

(iii) The map TJ from (r(K))d to (r(K))d that associates to every d-tuple (u0, u1, ..., ud−1)

the d-tuple (T j0u0, T
j1u1, ..., T

jd−1ud−1)

(iv) The map Ed from (r(K))d to r(K), that associates to every d-tuple (u0, u1, ..., ud−1) the
sequence u defined by:
∀j ∈ {0, 1, ..., d− 1},∀n ∈ N,
Ed(u0, u1, ..., ud−1)(dn+ j) = uj(n) which is called nesting.

Definition 2.2.
The map Ed ◦ Σσ ◦ TJ ◦ ∆d denoted by ψd,J,σ is called Braiding mapping.

Proposition 2.3. [1]
Let d be a non-zero natural number, J be a d-tuple of natural numbers, and σ be a permutation
of the set {0, ..., d− 1}. Then
The braiding ψd,J,σ is an automorphism if and only if J = (0, ..., 0).

Remark 2.4.
We agree to write ψd,σ instead of ψd,J,σ when J = (0, . . . , 0).

Let’s recall that in article [1], we find the following result:

Proposition 2.5.
Let u ∈ r(K), d ∈ N, and σ be a permutation in Sd.
Then, the inverse bijection of the bijective braiding ψd,σ is the bijective braiding ψd,σ−1 .

Remark 2.6.
Let u ∈ r(K), d ∈ N, and σ be a permutation in Sd.
It is then easy to see that we have: (ψd,σu)(dn+ j) = u(dn+ σ(j))
and (ψd,σ−1u)(dn+ j) = u(dn+ σ−1(j)) for all j ∈ {1, 2, ..., d− 1}

We are going to demonstrate a result given in [1].
Let x be a real number. Let’s recall the notations [x] for the integer part of x and {x} = x− [x]
for its fractional part.

Proposition 2.7.
Let u ∈ r(K), d ∈ N and σ ∈ Sd.
Then the braiding ψd,σ is written ψd,σ(u) = u ◦φ where φ is a mapping from N to N defined by:

∀n ∈ N, φ(n) = d
[n
d

]
+ σ

(
d
{n
d

})
= d

[n
d

]
+ σ(m) where n ≡ m mod d.
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Proof.
Let n ∈ N, by performing the euclidean division of n by d, we obtain

n = dα+ j with j ∈ {0, 1, ..., d− 1}

Then
n

d
= α+

j

d

Thus [n
d

]
= α and

{n
d

}
=
j

d

Hence
(u ◦ φ)(n) = u

(
d
[n
d

]
+ σ

(
d
{n
d

}))
= u

(
dα+ σ

(
d.
j

d

))
= u(dα+ σ(j)) (2)

And
(ψd,σu)(n) = (ψd,σu)(dα+ j)

= uσ(j)(α)

= u(dα+ σ(j)) (3)

From (2) and (3):
(ψd,σu)(n) = (u ◦ φ)(n)

3 Study of periodicity

Let u ∈ r(K). Then the braiding sequence ψd,σu is a linear recurrence sequence with constant
coefficients over a finite field ( by definition ).
Let’s determine the smallest period of the braiding sequence ψd,σu.
We set p the smallest period of u and uj(n) = u(dn+ j) where j ∈ {0, 1, ..., d− 1}.

Proposition 3.1.

The smallest period of uj where j ∈ {0, 1, ..., d− 1} is equal to
p

gcd(d, p)
=

lcm(d, p)

d
.

Proof.
Let n ∈ N and j ∈ {0, 1, ..., d− 1}:

(i) If d divides p then ∃m ∈ N such that p = dm.

uj(n+m) = u(d(n+m) + j)

= u(dn+ dm+ j)

= u(dn+ j) because dm = p

= uj(n)

Thus m is a period of uj .
Let’s show that m is the smallest period of uj .
We assume that the smallest period of uj is m0, then:
uj(n+m0) = uj(n),∀ n ∈ N and m0 divides m which means that ∃ l ∈ N such that

m = lm0 (1)
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We have
uj(n+m0) = u(dn+ dm0 + j)

= u(dn+ j)

= uj(n).

Then dm0 is a multiple of p thus ∃ k ∈ N such that dm0 = kp.
We multiply the equation (1) by d, we obtain:

dm = dlm0 = lkp

But dm = p, so
p = lkp

This implies that lk = 1; since l, k ∈ N then l = k = 1.
Thus

m = m0

Since d divides p then gcd(p, d) = d, thus
p

gcd(d, p)
= m.

(ii) If p divides d then ∃ k ∈ N; d = kp. We have

uj(n+ 1) = u(dn+ d+ j)

= u(dn+ kp+ j)

= u(dn+ j)

= uj(n).

It is clear that 1 is the smallest period of uj , 1 =
p

p
=

p

gcd(d, p)
.

(iii) If neither p divides d nor d divides p, we set gcd(p, d) = n0 then :

uj(n+
p

n0
) = u(dn+

dp

n0
+ j)

= u(dn+ k′p+ j)

= u(dn+ j)

= uj(n).

Then
p

n0
is a period uj .

Let’s show that
p

n0
is the smallest period of uj :

We assume that the smallest period of uj is equal to p′, then p′ divides
p

n0
, so

∃ k ∈ N;
p

n0
= kp′

so
p′ =

p

n0k

this implies that n0k divides p.
We have

uj(n+ p′) = u(dn+ dp′ + j)

= u(dn+
dp

n0k
+ j)

= uj(n).

Then
d

n0k
∈ N
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Thus n0k divides d.
We deduce that n0k divides gcd(d, p) = n0 , so k = 1.
Thus

p′ =
p

n0

In the following, we denote by sp(u) the smallest period of the sequence u.

Proposition 3.2.
Let u ∈ r(K) where sp(u) = p and d ∈ N. Then the smallest period of the braiding sequence
ψd,σu divides lcm(p, d).

Proof.
We set p0 = lcm(p, d) and ψd,σu = v, then:

v(n) = u
(
d
[n
d

]
+ σ(m)

)
where n ≡ m mod d

We have p0 is a common multiple of d and of p then

∃ k, l ∈ N; p0 = dk = lp

Let n ∈ N. Therefore:

v(n+ p0) = u
(
d
[n+ p0

d

]
+ σ(m′)

)
where (n+ p0) ≡ m′ mod d

= u
(
d
([n
d

]
+ k

)
+ σ(m)

)
because n+ p0 ≡ m mod d

= u
(
d
[n
d

]
+ dk + σ(m)

)
where n ≡ m mod d

= u
(
d
[n
d

]
+ lp+ σ(m)

)
= u

(
d
[n
d

]
+ σ(m)

)
= v(n)

3.1 Two specific cases

(i) We assume that p divides d, we set k =
d

p
.

Let σ = (i1, i2, ..., ir) ∈ Sd a permutation of r-cycle.
The smallest period of the sequence ψd,σu is equal to p in the following two cases

a. 2 ≤ r ≤ k and i1 ≡ i2 ≡ ... ≡ ir[p].

b. r = l0k where 2 ≤ l0 ≤ p and
i1 ≡ il0+1 ≡ ... ≡ il0(k−1)+1[p]

i2 ≡ il0+2 ≡ ... ≡ il0(k−1)+2[p]
...

il0 ≡ i2l0 ≡ ... ≡ il0k[p]
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Indeed,

(a) Let σ = (i1, i2, ..., ir) ∈ Sd such that 2 ≤ r ≤ k and i1 ≡ i2 ≡ ... ≡ ir[p].
then 

σ(i1) = i2 ≡ i1[p]

σ(i2) = i3 ≡ i2[p]
...

σ(ir) = i1 ≡ ir[p]

We have
(Σσ ◦ ∆d)(u)(n) = (u(dn+ σ(0)), u(dn+ σ(1)), ..., u(dn+ σ(d− 1))),
since σ(ij) ≡ ij [p] then
(Σσ ◦ ∆d)(u)(n) = (u(dn), u(dn+ 1), ..., u(dn+ p− 1), ..., u(dn), ..., u(dn+ p− 1))
Thus
(Ed ◦ Σσ ◦ ∆d)(u)(n) = (u(0), u(1), ..., u(p− 1), u(0), ..., u(p− 1), u(0), ..., u(p− 1), ...)

(b) Let σ ∈ Sd a permutation of r-cycle such that r = l0k where 2 ≤ l0 ≤ p.
we set σ = (i1, i2, ..., il0 , il0+1, ..., i2l0 , ..., il0(k−1)+1, ..., ikl0). We assume that


i1 ≡ il0+1 ≡ ... ≡ il0(k−1)+1[p]

i2 ≡ il0+2 ≡ ... ≡ il0(k−1)+2[p]
...

il0 ≡ i2l0 ≡ ... ≡ il0k[p]

We set ij ≡ i′j [p] where j ∈ {1, ..., l0} with 0 ≤ i′j ≤ p− 1. Then



σ(i1) = i2 ≡ i′2[p]

σ(i2) = i3 ≡ i′3[p]
...

σ(il0−1) = il0 ≡ i′l0
[p]

σ(il0) = il0+1 ≡ i1[p] ≡ i′1[p]

and



σ(il0+1) = il0+2 ≡ i′2[p]

σ(il0+2) = il0+3 ≡ i′3[p]
...
...

σ(i2l0) = i2l0+1 ≡ i′1[p]

until



σ(il0(k−1)+1) = il0(k+1)+2 ≡ i′2[p]

σ(il0(k+1)+2) = il0(k+1)+3 ≡ i′3[p]
...
...

σ(ikl0) = i1 ≡ i′1[p]

Then 

σ(i1) ≡ σ(il0+1) ≡ ... ≡ σ(il0(k−1)+1)[p]

σ(i2) ≡ σ(il0+2) ≡ ... ≡ σ(il0(k−1)+2)[p]
...
...

σ(il0) ≡ σ(i2l0) ≡ ... ≡ σ(ikl0)[p]

(2)

and we have
If i /∈ {i1, ..., il0k} then σ(ij) = ij , and since ij + p ≡ ij [p] for 0 ≤ l ≤ k − 1 then

σ(ij + lp) ≡ σ(ij)[p] (3)
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From (2) and (3), we obtain

(Σσ ◦ ∆d)(u)(n) = (u(dn+ σ(0)), u(dn+ σ(1)), ..., u(dn+ σ(p− 1)), ..., u(dn+ σ(0)),
u(dn+ σ(1)), ..., u(dn+ σ(p− 1)), ..., u(dn+ σ(0)), ..., u(dn+ σ(p− 1)))

Thus

(Ed ◦ Σσ ◦ ∆d)(u)(n) = (u(0), u(1), ..., u(p− 1), u(0), ..., u(p− 1), u(0), ..., u(p− 1), ...)
Hence the smallest period of (Ed ◦ Σσ ◦ ∆d)(u) is equal to p.

(ii) We assume that gcd(p, d) = 1 and that p < d.

The smallest period of ψd,σu is equal to p if σ = (i1, i2, ..., ij) where 2 ≤ j ≤
[d
p

]
+ 1

and i1 ≡ i2 ≡ ...ij [p].
Indeed, we have i1 ≡ i2 ≡ ...ij [p] then :


σ(i1) = i2 ≡ i1[p]

σ(i2) = i3 ≡ i2[p]
...

σ(ij) = i1 ≡ ij [p]

and σ(il) = il if l /∈ {1, ..., j}

Thus

σ(k) = k, ∀ k ∈ {1, ..., d− 1}

Therefore

(Σσ ◦ ∆d)(u)(n) = (u(dn+ σ(0)), u(dn+ σ(1)), ..., u(dn+ σ(d− 1)))
= (u(dn+ 0)), u(dn+ 1), ..., u(dn+ d− 1))

By performing the Euclidean division of d by p, we obtain d = pq + r such that r < p.
Since the smallest period of the sequence u is equal to p and p < d then
(Σσ ◦ ∆d)(u)(n) = (u(dn+ 0), u(dn+ 1), ..., u(dn+ p), u(dn+ p+ 1), ..., u(dn+ 2p− 1),

u(dn+ 2p), ..., u(dn+ qp), u(dn+ qp+ 1), ..., u(dn+ qp+ r − 1))
= (u(dn), u(dn+ 1), ..., , u(dn+ p− 1), u(dn), u(dn+ 1), ..., u(dn+ p− 1),

u(dn), u(dn+ 1), ..., u(dn+ p− 1))

.

Thus
(Ed ◦ Σσ ◦ ∆d)(u)(n) = (u(0), u(1), ..., u(p− 1), u(0), u(1), ..., u(p− 1), u(0), u(1), ..., u(p− 1), ...)

Therefore the smallest period of (Ed ◦ Σσ ◦ ∆d)(u) is equal to p.

Proposition 3.3.
Let u ∈ r(K) where sp(u) = p ̸= 1.
Let d a prime number such that d > p and σ = (0, 1) ∈ Sd.
Then the smallest period of the braiding sequence ψd,σu is equal to lcm(p, d) = pd.

Proof.
We set ψd,σu = v.
We have σ = (0, 1) then ∀n ∈ N
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v(dn) = u(dn+ 1)
v(dn+ 1) = u(dn)

v(dn+ k) = u(dn+ k),∀k ∈ {2, 3, ..., d− 1}
Let’s assume, by contradiction that the smallest period of the braiding sequence ψd,σu is equal
to p′.
Then p′ divides lcm(d, p) = dp.
Since d is a prime number thus :

(p′ divides p) or (p′ = dm where m is a divisor of p distinct from p)

If p′ = dm where m is a divisor of p with m ̸= p. Then:

v(n+ p′) = v(n),∀n ∈ N

Thus
v(n+ dm) = v(n),∀n ∈ N (∗)

v(k + dm) = v(k),∀k ∈ {2, 3, ..., d− 1} (∗∗)
We replace n with 1 in equation (∗), we obtain

u(dm) = v(dm+ 1) = v(1) = u(0)

we have u(k) = v(k) = v(dm+ k) = u(dm+ k); ∀k ∈ {2, 3, ..., d− 1} And
v(dm) = v(0) = u(1)
u(1) = v(0) = v(dm) = u(dm+ 1)
u(dm) = v(dm+ 1) = v(1) = u(0)

Then 
u(dm) = u(0)
u(dm+ 1) = u(1)
u(dm+ k) = u(k),∀k ∈ {2, 3, ..., d− 1}

Let’s now show that
u(dm+ d) = u(d)

We have

u(dm+ d) = u(d(m+ 1))

= v(d(m+ 1) + 1)

= v(dm+ d+ 1)

= v(d+ 1)

= u(d)

Let n ∈ N be greater than d.
We perform the Euclidean division of n by d, we obtain

n = dq + r with 0 ≤ r ≤ d− 1

If r = 0 then n = dq

u(dm+ n) = u(dm+ dq)

= u(d(m+ q))

= v(d(m+ q) + 1)

= v(dq + 1)

= u(dq)

= u(n)
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If r = 1 then n = dq + 1

u(dm+ n) = u(dm+ dq + 1)

= u(d(m+ q) + 1)

= v(d(m+ q))

= v(dm+ dq)

= v(dq)

= u(dq + 1)

= u(n)

If r ∈ {2, ..., d− 1} then

u(dm+ n) = u(dm+ dq + r)

= u(d(m+ q) + r)

= v(d(m+ q) + r)

= v(dq + r)

= u(dq + r)

= u(n)

Hence
u(dm+ n) = u(n),∀n ∈ N

Thus dm is a period of u.
Since sp(u) = p then p divides dm contradiction ( d is a prime number and m is a divisor of p
distinct from p).
If p′ divides p then ∃ l ∈ N such that p = lp′.
We have:
On one hand,

u(dn+ p) = u(dn) ( because p is a period of u)

= v(dn+ 1)

On the other hand:

u(dn+ p) = u(dn+ lp′)

= v(dn+ lp′) ( because p < d and p /∈ {0, 1})
= v(dn)

= u(dn+ 1)

Then
u(dn+ 1) = u(dn),∀n ∈ N

Thus

u(n+ 1) = u(n),∀n ∈ N
And this implies that sp(u) = 1 contradiction. Then:
the sequence Ed(v0, ..., v(d−1)) = ψσ,du is periodic with a period of:

d× p

gcd(p, d)
= lcm(p, d)
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4 Search for the order of the braiding sequence

Proposition 4.1.
Let u the Fibonacci sequence of r(K) where sp(u) = p.
Let d be a natural number strictly greater than p and σ a permutation in Sd.
If d ≡ 1 mod p then the braiding sequence ψσ,du = v is of order less than or equal to 2d, and
satisfies the following recurrence relation:

v(n+ 2d) = v(n+ d) + v(n),∀n ∈ N

Proof.
Let u the Fibonacci sequence of r(k) where sp(u) = p.
Then

u(n+ 2) = u(n+ 1) + u(n),∀n ∈ N

Let d be a natural number strictly greater than p and σ a permutation in Sd.
If d ≡ 1 mod p then 2d ≡ 2 mod p.
Let n ∈ N then

v(n+ 2d) = u
(
d
[n+ 2d

d

]
+ σ(m)

)
where (n+ 2d) ≡ m mod d

= u
(
d
[n
d

]
+ 2d+ σ(m)

)
because n ≡ m mod d

= u
(
d
[n
d

]
+ 2 + σ(m)

)
= u

(
d
[n
d

]
+ 1 + σ(m)

)
+ u

(
d
[n
d

]
+ σ(m)

)
= u

(
d
[n
d

]
+ d+ σ(m)

)
+ u

(
d
[n
d

]
+ σ(m)

)
= v(n+ d) + v(n)

then the braiding sequence ψσ,du = v is of order less than or equal to 2d, and satisfies the fol-
lowing recurrence relation:

v(n+ 2d) = v(n+ d) + v(n),∀n ∈ N

Corollary 4.2.
Let u the Fibonacci sequence of r(F3) where sp(u) = p.
Let d be a natural number strictly greater than p and σ a permutation in Sd.
If d ≡ 5 mod p then the braiding sequence ψσ,du = v is of order less than or equal to 2d, and
satisfies the following recurrene relation:

v(n+ 2d) = 2v(n+ d) + v(n),∀n ∈ N

Proof.
Let u the Fibonacci sequence r(F3), then its smallest period is equal to 8.
Let d be a natural number strictly greater than 8 and σ a permutation in Sd.
If d ≡ 5 mod 8, then 2d ≡ 2 mod 8.
We can easily verify in F3 that :

u(n+ 5) = 2u(n+ 2) + u(n),∀n ∈ N

Thus
u(n+ 2) = 2u(n+ 5) + u(n),∀n ∈ N
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Let n ∈ N, thus

v(n+ 2d) = u
(
d
[n+ 2d

d

]
+ σ(m)

)
where (n+ 2d) ≡ m mod d

= u
(
d
[n
d

]
+ 2d+ σ(m)

)
because n ≡ m mod d

= u
(
d
[n
d

]
+ 2 + σ(m))

= 2u
(
d
[n
d

]
+ 5 + σ(m)

)
+ u

(
d
[n
d

]
+ σ(m)

)
= 2u

(
d
[n
d

]
+ d+ σ(m)

)
+ u

(
d
[n
d

]
+ σ(m)

)
= 2v(n+ d) + v(n)

5 Application in cryptography

5.1 Recalls

We recall that the readable and understandable text that we send is called the plain text and the
method allowing it to be concealed by masking its content is called encryption. The latter con-
sists of transforming the plain text into an unintelligible text called the ciphertext. The reverse
process is called decryption.
Public key cryptography is a process associated with a public key which corresponds to encryp-
tion and a secret key which corresponds to decryption.
Permutation polynomials play a crucial role in the field of cryptography, particularly in the design
and analysis of cryptographic algorithms that operate in finite fields. Finite fields, also known as
Galois fields, are mathematical structures used in various cryptographic applications, including
encryption, digital signatures, and error-correcting codes. Permutation polynomials are a special
class of polynomials that have desirable properties when used in finite field arithmetic.

Definition 5.1.
Cryptography is defined as the art or the process of writing or reading secret messages or codes.
So, it is the study of methods of sending messages in disguised form so that only the intended
recipients can remove the disguise and read the message.

Definition 5.2.
In the language of cryptography, the codes are called ciphers. The information to be disguised is
called plaintext. After transformation to a secret form, the message is called ciphertext.

Definition 5.3.
The process of converting from plaintext to ciphertext is defined as encrypting or enciphering.
The inverse process from ciphertext back to plaintext is called decrypting or deciphering.

Definition 5.4.
A cryptosystem is a system for encrypting and decrypting secret messages.

Recall that cryptography with a public key is a process associated with a public key which
corresponds to the encrypting and the secret key corresponds to the decrypting.

5.2 Preliminaries

Let E = {A,B,C, · · · , Y, Z} and F = {00, 01, 02, 03, · · · , 24, 25}. Consider the bijection from
E into F given by :
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A B C D E F G H I J K L M

↕ ↕ ↕ ↕ ↕ ↕ ↕ ↕ ↕ ↕ ↕ ↕ ↕
00 01 02 03 04 05 06 07 08 09 10 11 12

N O P Q R S T U V W X Y Z

↕ ↕ ↕ ↕ ↕ ↕ ↕ ↕ ↕ ↕ ↕ ↕ ↕
13 14 15 16 17 18 19 20 21 22 23 24 25

Let M = M1M2 · · ·Mk be the plaintext, that is to say, the message to be encrypted, where
Mi ∈ E, (1 ≤ i ≤ k).
We take d and σ, where d ∈ F and σ ∈ Sd. We consider d as public key and σ as secret key. For
any sequence u, we consider the braiding sequence ψd,σu. Knowing that the braiding application
ψd,σ is bijective and that ψ−1

d,σ = ψd,σ−1 , then we have, for all n ∈ N and all j ∈ {0, . . . , d− 1} :

(ψd,σu)(dn+ j) = u(dn+ σ(j)) ∧ (ψd,σ−1u)(dn+ j) = u(dn+ σ−1(j))

The choice of the permutation σ must be made taking into account the fact that 0 ≤ dn+α ≤ 25
and 0 ≤ dn+ σ(α) ≤ 25, for 0 ≤ α ≤ d− 1. Let us set 25 = dn0 + α.
1. If α = 1 then 25 = dn0 + 1 and to have 0 ≤ dn+ α ≤ 25 we must take σ(1) ∈ {0, 1}.
Indeed:
- for σ(1) = 1, we have :

(ψd,σu)(25) = (ψd,σu)(dn0 + 1) = u(dn0 + σ(1)) = u(dn0 + 1) with dn0 + 1 = 25

- for σ(1) = 0, we have :

(ψd,σu)(25) = (ψd,σu)(dn0 + 1) = u(dn0 + σ(1)) = u(dn0) with dn0 ≤ 25

- for σ(1) /∈ {0, 1}, we have σ(1) ≥ 2, this case should be eliminated because
dn0 + σ(1) > 25.

Remark 5.5.
In this case, where α = 1, we have necessarily d ≥ 13 because 25 − 1 = 24 ̸= dn0.

2. If α ̸= 1 then we have to take σ(α) ∈ {0, 1, . . . , α} because, in this case, we have σ(α) ≤ 25.

Remark 5.6.
- In this case, where, α ̸= 1, we have d ≤ 25.
- If n0 = 0 then σ(α) ∈ {0, 1, . . . , d− 1}.
- If α = 0, i.e., 25 = dn0 = 55 then we have to take σ(0) = 0 and for dn0 + α, α ̸= 0, d ≤ 24,
we have to take σ(α) ∈ {0, 1, . . . , α}.

5.3 Procedure for encryption and decryption

Encryption
To encrypt the plaintext messageM =M1M2. . . . .Mk into the ciphertext messageC = C1C2. . . . .Ck,
we proceed in the following way:

1. We translate each letter Mi ∈ E into its digital equivalent, using the bijection mentioned
above to a positive integer mi ∈ F , 1 ≤ i ≤ k.
2. the Euclidean division of mi by the public key d gives :

mi = dni + αi, where 0 ≤ αi ≤ d− 1 and 00 ≤ mi ≤ 25

then, choose the secret key σ as described above.
3. So, we calculate :

(ψd,σu)(mi) = (ψd,σu)(dni + αi) = u(dni + σ(αi)), 00 ≤ dni + αi ≤ 25
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4. Taking ci = dni + αi , 0 ≤ i ≤ k, the number c1c2 . . . ck is translated into letters by
the bijection mentioned above into C = C1C2 . . . Ck. So, the plaintext M is encrypted by the
ciphertext C.
Decryption.
To decrypt the ciphertext message C = C1C2 . . . Ck, the recipient must proceed as follows :
1. We translate C into numbers which gives the number c1c2 . . . ck.
2. The Euclidean division of ci by d gives :

ci = dti + βi, where 0 ≤ βi ≤ d− 1 and 00 ≤ ci ≤ 25

3. So, knowing the keys d and σ, we calculate :

(ψd,σ−1u)(ci) = (ψd,σ−1u)(dti + βi) = u(dti + σ−1(βi)), αi = σ−1(βi), 00 ≤ dni + αi ≤ 25

4. Taking mi = dti + αi , 0 ≤ i ≤ k, the number m1m2 . . .mk is translated into letters which
give the plaintext message M =M1M2. . . . .Mk.

5.4 Examples

1. Taking the public key d = 4 then we have 25 = 4.6 + 1, where α = 1, the secret key is
σ = (0, 2, 1) in S4. let us encrypt the plaintext message WORK.
First, we replace the letters of this message with the corresponding digits. This produces the
number :

m1m2m3m4 = 22141710

So, we have :

(ψ4,σu)(22) = (ψ4,σu(4.5 + 2) = u(4.5 + σ(2)) = u(4.5 + 1) = u(21)

(ψ4,σu)(14) = (ψ4,σu)(4.3 + 2) = u(4.3 + σ(2)) = u(4.3 + 1) = u(13)

(ψ4,σu)(17) = (ψ4,σu)(4.4 + 1) = u(4.4 + σ(1)) = u(4.4 + 0) = u(16)

(ψ4,σu)(10) = (ψ4,σu)(4.2 + 2) = u(4.2 + σ(2)) = u(4.2 + 1) = u(09)

Then, we obtain the following number :

c1c2c3c4 = 21131609

which is translated into letters by : VNQJ which is the ciphertext.

To decrypt the ciphertext message VNQJ, we replace the letters with the corresponding digits,
we find the number: 21131609. knowing the public key d = 4 and the secret key σ = (0, 2, 1)
such that σ−1 = (0, 1, 2) , we have :

(ψ4,σ−1u)(21) = (ψ4,σ−1u)(4.5 + 1) = u(4.5 + σ−1(1)) = u(4.5 + 2) = u(22)

(ψ4,σ−1u)(13) = (ψ4,σ−1u)(4.3 + 1) = u(4.3 + σ−1(1)) = u(4.3 + 2) = u(14)

(ψ4,σ−1u)(16) = (ψ4,σ−1u)(4.4 + 0) = u(4.4 + σ−1(0)) = u(4.4 + 1) = u(17)

(ψ4,σ−1u)(09) = (ψ4,σ−1u)(4.2 + 1) = u(4.2 + σ−1(1)) = u(4.2 + 2) = u(10)

Then, we obtain the following number :

c1c2c3c4 = 22141710

which is translated into letters by WORK which is the plaintext message.

2. Taking the public key d = 7 then we have 25 = 7.3 + 4, where α = 4 ̸= 1, the secret
key is σ = (1, 4, 2, 6) in S7. let us encrypt the plaintext message STUDIES.
We replace the letters of this message with the corresponding digits. This produces the number:
18192003070418. using the same method as above, we obtain the number 161915031100 which
is translated into letters by QTPDLA.
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6 Conclusion remarks

In this paper, we investigated the properties of linear recurrence sequences through braiding map-
ping. We exploited its latest to develop a new cryptographic method. This method demonstrates
the practical applicability of braiding sequences in enhancing cryptographic security. Future
research could extend these insights to other sequence types and explore further cryptographic
applications, broadening the scope of sequence-based security solutions.
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